Осторожно мошенники!

На территории Чернянского района вновь отмечается рост хищений денежных средств, совершенных с использованием средств мобильной связи и высоких технологий. «Мобильные» мошенники используют много вариантов получения денег.

К примеру, в июле 2016 года одной жительнице поселкового центра позвонил «лже-покупатель», сообщил о намерении приобрести имущество, выставленное потерпевшей в сети «Интернет» на сайте «Авито.ру», оговорил стоимость и способ оплаты покупки. Затем «лже-покупатель» предложил внести задаток на банковскую карту потерпевшей, попросил назвать реквизиты банковской карты потерпевшей и подключить услугу «мобильный банк» к абонентскому номеру, находящемуся непосредственно в пользовании «лже-покупателя», якобы для того, чтобы он мог отслеживать поступление своих денежных средств на банковскую карту потерпевшей. И уже после всех этих действий, выполненных самой же потерпевшей, мошенник получил доступ к денежным средствам потерпевшей, находящимся на ее банковских счетах. При этом потерпевшей на ее телефон приходили предупреждающие смс-сообщения от «Сбербанка», которые информировали ее о незаконных действиях производимых непосредственно самой потерпевшей. Мошенники никогда самостоятельно не получат доступ к деньгам потерпевшим и, чтобы не стать жертвой мошенников, перепроверяйте сообщаемую вам информацию по смс-сообщениям, ну если же вы все-таки стали жертвой мошенников, незамедлительно сообщайте об этом в правоохранительные органы.
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